LNPA Working Group Conference Call
April 12, 2011

Agenda

Tuesday, April 12th, 2:30 PM – 3:30 PM (Eastern Time Zone)    
Bridge – 888-412-7808 PIN 23272#


· Introductions/Agenda Review – All 

· Proposed Best Practices on “Stolen” Numbers – Sue Tiffany, Sprint Nextel

Action Item 031511-12:  Sue Tiffany, Sprint Nextel, will revise the proposed Best Practice on “stolen” telephone numbers based on the discussion at the March 2011 LNPA WG meeting for review and discussion on the April 12, 2011 LNPA WG conference call.

Action Item 031511-16:  LNPA WG Participants are to come to the April 12, 2011 LNPA WG conference call prepared to discuss and finalize the attached proposed Best Practice on “stolen” numbers.




		

· Review of Draft Revision to NANC 397 Engineering Assumption – Renee Dillon, AT&T Mobility

Action Item 031511-03:  Renee Dillon, AT&T Mobility, will revise the NANC 397 “engineering assumption” based on the discussion at the March 2011 LNPA WG meeting for review and discussion on the April 12, 2011 LNPA WG conference call.


		

· Request for Additional SPID Migration Blackout Dates – Neustar 











· Review of Proposed Best Practice on CSRs – Gary Sacra, Verizon

Action Item 031511-10:  Gary Sacra, Verizon will revise the attached proposed Best Practice on CSRs and distribute to the LNPA WG for review and discussion on the April 12, 2011 LNPA WG conference call. 

	(NOTE:  Document to be distributed separately prior to call.)

· [bookmark: OLE_LINK2]2011 Meeting/Call Schedule – All 



· New Business – All 


Next Meeting …May 10-11, 2011:  Location…Banff, Canada
Hosted by Canadian LNP Consortium
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Stolen Number v5.doc
Stolen Numbers 


LNPA WG Best Practice


This Best Practice addresses Stolen Numbers which are telephone numbers that are ported away from customer(s) to whom the number was legitimately assigned,, where the party that ported the number is unknown to the legitimate assignee and where the porting party did so  to facilitate the sale or acquisition of the telephone number to another customer..


Due to the recent increase in challenges associated with attempts to steal numbers and such numbers being ported, the LNPA WG developed the following Best Practice.  A Stolen Number differs from a Disputed Port in that a Disputed Port involves two parties who have a relationship, e.g., spouses, partners, employer and employee, where in a Stolen Number, no such relationship exists.  


When a Service Provider is informed that a customer’s telephone number has been “stolen” (ported from the legitimate assignee without their knowledge), the telephone number should be returned to the original Service Provider and customer in an expedited manner.  

Extenuating circumstances may be involved such that portions of billing records, approved for release by the customer, could be utilized
 to provide evidence of legitimate number assignment.    

�I think if we say presented we need to identify to whom and then we get into that whole can of worms.
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Stolen Numbers 


LNPA WG Best Practice


This Best Practice addresses Stolen Numbers which are telephone numbers that are ported away from customer(s) to whom the number was legitimately assigned, where the party that ported the number is unknown to the legitimate assignee and where the porting party did so to facilitate the sale or acquisition of the telephone number to another customer.  A Stolen Number differs from a Disputed Port in that a Disputed Port involves two parties who have a relationship, e.g., spouses, partners, employer and employee, where in a Stolen Number, no such relationship exists.  


Due to the recent increase in challenges associated with attempts to steal numbers and such numbers being ported, the LNPA WG developed the following Best Practice.  

When a Service Provider is informed that a customer’s telephone number has been “stolen”, the telephone number should be returned to the original Customer/Service Provider  in an expedited manner.  

Extenuating circumstances may be involved such that portions of billing records, approved for release by the customer, may be required to provide evidence of legitimate number assignment.    
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Draft NANC 397 Assumption.doc
NANC 397 increases the performance requirements for each NPAC region from 4 transactions per second per Service Provider to 7 transactions per second per Service Provider.


"Service Provider" assumption:


There is an implied engineering assumption; Service Providers must support the new performance requirements for NANC 397. The Service Provider's local systems will support the minimum throughput rate with all of a Service Provider's specific associations to NPAC regions, based on the requirements of NANC 397.


As Service Providers are responsible for their local systems that support their interfaces to the NPAC (aka SOA, LSMS and corresponding downstream network elements), each Service Provider should work with their local system vendors to ensure that their (the Service Provider) interface solution will adequately support the same industry requirements to the NPAC without impact to other Service Providers in the industry.


It is recommended that each Service Provider spend time working performance requirements with their local system vendors as well as the NPAC vendor.
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2011 SPID Migration Blackout Dates.doc
Please add to the April LNPA WG meeting agenda our request to add three region-specific SPID Migration Black-Out dates.  The additional black-out dates are requested to accommodate upgrades to NPAC equipment.  Below is what the list of SPID migration black-out dates would look like if revised to meet our request (new dates in bold red):


· January 2, 2011 – 1st Sunday of Month (all Regions)

· January 16, 2011– Midwest Region only – Technology Refresh

· February 6, 2011 – 1st Sunday of Month (all Regions), Mid-Atlantic and Northeast Region Technology Refreshes

· February 13, 2011 – Southeast, Southwest, and Western Regions only – Technology Refresh

· February 27, 2011 – West Coast Region only – Technology Refresh

· March 6, 2011 – 1st Sunday of Month (all Regions)

· March 27, 2011 – Midwest Region only – Release 3.4

· April 3, 2011 – 1st Sunday of Month (all Regions)

· April 17, 2011 – Mid-Atlantic and Northeast Regions only – Release 3.4

· May 1, 2011 – 1st Sunday of Month (all Regions), Southeast, Southwest, and Western Regions – Release 3.4

· May 8, 2011 – West Coast Region only – Release 3.4

· May 15, 2011 – Midwest Region only – Request for Technology Refresh

· May 29, 2011 – Memorial Day Holiday (all Regions)

· June 5, 2011 – 1st Sunday of Month (all Regions)

· June 12, 2011 – Northeast and Southwest regions only – Request for Technology Refresh

· June 19, 2011 – West Coast and Western regions only – Request for Technology Refresh

· July 3, 2011 – 1st Sunday of Month (all Regions)

· August 7, 2011 – 1st Sunday of Month (all Regions)

· September 4, 2011 – 1st Sunday of Month (all Regions)

· October 2, 2011 – 1st Sunday of Month (all Regions)

· October 23, 2011 – Annual Failover Exercise) (all Regions)

· November 6, 2011 – 1st Sunday of Month (all Regions)

· November 27, 2011 – Thanksgiving Holiday (all Regions)

· December 4, 2011 – 1st Sunday of Month (all Regions)

· December 25, 2011 – Christmas Holiday (all Regions)
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2011 LNPA WG Meeting and Call Schedule.doc
2011 LNPA WG Meeting/Call Schedule:

Following is the current schedule for the 2011 LNPA WG meetings and calls.


		MONTH

(2011)

		NANC MEETING DATES

		LNPA WG


MEETING/CALL


DATES

		HOST COMPANY

		MEETING LOCATION



		

		

		

		

		



		January 

		

		11th-12th  

		Telcordia

		San Diego, California



		February 

		

		No meeting.


2/8/2011 LNPA WG call from 11am to 12pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

2/8/2011 APT call from 12pm to 2pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

		

		



		March

		

		15th-16th       

		Comcast

		Denver, Colorado



		April

		

		No meeting.


4/12/2011 APT Live Meeting from 11am to 2pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

4/12/2011 LNPA WG call from 2:30pm to 3:30pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

		

		



		May

		

		10th-11th 

		Canadian Consortium

		Banff, Canada



		June

		

		No meeting.


6/14/2011 call if necessary

		

		



		July

		 

		12th-13th 

		Neustar

		New Orleans, Louisiana



		August

		

		No meeting.

8/9/2011 call if necessary

		

		



		September

		

		13th-14th

		Sprint Nextel

		Overland Park, Kansas



		October

		

		No meeting.


10/11/2011 call if necessary

		

		



		November

		

		9th-10th   (NOTE THAT THIS IS A WEDNESDAY AND THURSDAY)

		AT&T

		San Antonio, Texas



		December

		

		No meeting.


12/13/2011 call if necessary

		

		



		

		

		

		

		





· Continuing evaluation during 2011 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.
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Stolen Numbers 


LNPA WG Best Practice


This Best Practice addresses Stolen Numbers which are numbers that are ported away from a customer where the customer who was assigned the number does not know the party porting the number to facilitate the sale or acquisition of the to-be ported number.


Due to the recent increase in challenges associated with Stolen Numbers being ported, the LNPA WG developed the following Best Practice.  The distinction between porting a Stolen Number vs. a Disputed Port is in the case of the Disputed Port the two parties involved in the dispute have a relationship, e.g., spouses, partners, employer and employee.  


When a Service Provider is informed that a Stolen Number has been ported without their knowledge from a customer that had been assigned the number, the telephone number should be returned to the original Service Provider and customer as soon as possible.  

Extenuating circumstances may be involved such that portions of billing records, approved for release by the customer, could be presented to provide evidence of legitimate number assignment.    
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